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Abstract of the contribution: This paper discuss the issue on the CT3 LS (S2-2003546), and give the proposed answer.
1. Discussion
In LS (S2-2003546/C3-202515), CT3 asks SA2 for the following questions:

As defined in clause 5.28.1 of TS 23.501, when the SMF detects a new 5GS Bridge, the SMF reports the 5GS Bridge information to the PCF and then the PCF reports the 5GS Bridge information to the TSN AF. After that, in order to retrieve port management information of the 5GS Bridge and provision the TSCAI, the TSN AF sends the request the PCF.

CT3 has following questions to ask SA2:

1) What’s the criteria in the PCF to select the TSN AF that receives the first Npcf_PolicyAuthorization_Notify service operation? Is it bound to the 5GS Bridge Identity handling the PDU session? Is there only one TSN AF shall be selected for all the PDU sessions corresponding to a 5GS bridge?

2) After receiving the first Npcf_PolicyAuthorization_Notify service operation with new 5GS Bridge information, the TSN AF triggers an Npcf_PolicyAuthorization_Create service operation. How does the TSN AF find the PCF? Is the PCF Discovery and Selection function modified?

In the existing mechanism in the R16, the granularity of the 5GS TSN Bridge is per UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single 5GS bridge. 

In the SA2 spec, it does not touch whether there is only one TSN AF or not, because how many TSN AFs are in the operate network is deployment specific. But for each 5GS virtual bridge, there is only one TSN AF handle the operation related with this bridge. There is no reason/scenario that it requires two TSN AF for one 5GS Bridge. It will increase the complexity and how it works is unclear.

Proposal 1: For each 5GS Bridge, there is only one TSN AF which handle all the PDU sessions corresponding to a 5GS bridge.
The PMIC/BMIC (Port/Bridge Management Information Container) is send to TSN AF via PCF at least there is one PDU session for the TSC. (See approved S2-2003260)
NOTE:
There has to be at least one established PDU session for DS-TT port before the UPF can report PMIC/BMIC information towards the AF.
The fig.1 show how the procedure works.
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Fig 1
The step 3 is related to the Q1 and step 5 is related to the Q2 from CT3. 

When the 1st PDU session is established, the SMF select the PCF to establish the N7 session and report the PMIC/BMIC to the PCF. In the PCF, there is pre-configured AF to be notified with these information.

There may be multiple TSN AF in the operate network for the deployment, e.g. depending on

· the location, some area there is a TSN AF

· particular industrial, 
· bridge, according to DNN/S-NSSAI
It proposes how the PCF select the TSN AF (i.e. how to pre-configure the TSN AF) is implementation. Example, the UPF is selected according to the DNN/S-NSSAI (approved CR S2-2003231) and the granularity of the 5GS TSN Bridge is per UPF. So the mapping is DNN/S-NSSAI -> UPF -> 5GS Bridge -> TSN AF.
NOTE 2:
In this release the SMF uses no additional parameters for UPF selection for a PDU Session serving TSC. If a PDU Session of a specific DS-TT needs to connect to a specific UPF hosting a specific TSN 5GS bridge, this can be achieved e.g. by using a dedicated DNN/S-NSSAI combination. 

So, PCF can uses the DNN/S-NSSAI to pre-configure the TSN AF.
There is no need to introduce some new criteria, example, the Bridge ID

Proposal 2: how the PCF select the TSN AF that receives the first Npcf_PolicyAuthorization_Notify service operation is implementation, e.g. according to DNN/S-NSSAI.
For the Q2 from CT3, how the AF establish the N5 session when receives the Npcf_PolicyAuthorization_Notify, i.e. How does the TSN AF find the PCF? There are two potential solution:
Alt-1: Existing mechanism

In the step 2 of approved CR S2-2003244, 

When the AF receives the Npcf_PolicyAuthorization_Notify message over the pre-configured AF session, the AF shall use the Npcf_PolicyAuthorization service described in clause 5.2.5.3 to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port.

TSN AF can use the BSF to find the PCF and initiate the Npcf_PolicyAuthorization service to establish the AF session.
Alt-2: enhance the Npcf_PolicyAuthorization_Notify

The Npcf_PolicyAuthorization_Notify can carry the PCF information which the TSN AF will contact to establish the AF session. 
Although the Alt-2 can save some signalling, it impacts the PCF and AF behaviour. So it proposes the Alt-1, i.e. the TSN AF use the existing mechanism to find the PCF
Proposal 3: TSN AF use the existing mechanism to find the PCF, i.e. PCF Discovery and Selection function are not changed.

2. Proposal

Proposal 1: For each 5GS Bridge, there is only one TSN AF which handle all the PDU sessions corresponding to a 5GS bridge.
Proposal 2: how the PCF select the TSN AF that receives the first Npcf_PolicyAuthorization_Notify service operation is implementation, e.g. according to DNN/S-NSSAI.
Proposal 3: TSN AF use the existing mechanism to find the PCF, i.e. PCF Discovery and Selection function are not changed.

The LS S2-2003950 reflect the above proposal to CT3
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